ECDL Module 7 – Handout 02
1. Open the file Answers.docx.
2. Mention two things which are found in a secure website. HTTPS, Yellow Padlock
3. What does the S in HTTPS mean? Secure
4. Open the web browser and open the following website https://login.live.com/ Check the digital certificate and write down the date when it expires. Close the web browser.
5. What happens if one receives encrypted information but does not have a key? It cannot be translated back to its original form.
6. Mention one area where encryption might be useful. Transferring sensitive information such as credit card details.
7. List down three security threats found on the Internet. Worms, Viruses, Trojans
8. A firewall:
a. Allows the user to download music files.
b. Blocks all Internet connections.
c. Blocks certain communications based on criteria.
d. Blocks certain communications at random.
9. How can a network be protected? Use a password.
10. List two online risks which an Internet user can encounter. Bullying, Predators.
11. List two features of parental control software. Computer usage time, browsing blocking.
12. Open Internet Explorer, and open www.yahoo.com and www.google.com in different tabs. Take a screenshot and paste it in Answers.docx.
13. Find a help article from Internet Explorer help about pop-up blocker and copy a few lines to Answers.docx.
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